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More adventures coming soon with the 
amazing Endpoint Protector 

ENDPOINT  SECURITY



Endpoints need to be controlled so all data transfers to and from portable devices are monitored or prevented.

www.endpointprotector.com



Companies need to protect their confidential data by securing their endpoints and by applying rules for the use 
of devices in their environment.
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Encryption on portable devices needs to be enforced otherwise people forget!
Endpoint Protector can solve this problem in your network!

right?!
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Endpoints need to be controlled so all data transfers to and from portable devices are monitored and data theft is 
prevented.
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Endpoint Protector for Mac OS X makes sure that no data leaves your Mac on USB, Firewire or CD/DVDs unless 
it was authorized. Keeping your Mac endpoints secured.

I really like this song

Oh ... we don't have 
any CDs left

Anyway, 
let's burn!

Data must 
be protected in 
peaceful way

Here is a blank CD! How the 
hell it was 
this guy?

Thanks 
man

 I want to show this track 
to my friend

YO YO
YEAH!

Mac Endpoint Protector
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Endpoint Protector with File Tracing and File Shadowing is keeping a record and if desired a copy of all data 
entering and leaving the office on portable devices. Keeping track of where your data goes.

I have something 
for you!

In the Endpoint Protector driver

Hi Lisa! How was your vacation? Hi guys, 
it was great!

Nice pictures 
Lisa!

Lisa, please no more personal 
files on your PC even though
 I like your beach pictures.

File Shadowing
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A toast to our new business
Sure

Don’t forget 
the list ...

KHHH
hHM!

Let's see 
what we need 
from here ...

Let's see what's 
on my whitelist ...

 Why this is 
happening 
to me?

Endpoint Protector with File Whitelisting makes sure that only authorized files can be copied to portable devices. 
Keeping all confidential data inside and only letting authorized data outside.

File Whitelisting
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Endpoint Protector for Mac OS X makes sure that no data leaves your Mac on USB, Firewire or CD/DVDs unless 
it was authorized. Keeping your Mac endpoints secured.

I really like this song

Oh ... we don't have 
any CDs left

Anyway, 
let's burn!

Data must 
be protected in 
peaceful ways

Here is a blank CD! How the 
hell it was 
this guy?

Thanks 
man

 I want to show this track 
to my friend

YO YO
YEAH!

Mac Endpoint Protector
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Endpoint Protector is a powerful device management and Data Leak Prevention 
(DLP) solution that delivers advanced protection against theft and loss of confidential 
data along with proactive solutions to automatically enforce encryption of data in 
transit in combination with our portable encryption solutions. 
Endpoint Protector is an essential part of your Endpoint Security strategy. 
It protects Windows Vista and XP PCs and can be integrated in your Windows or Linux 
basbased server environment allowing a fast setup and deployment and a low TCO. 
Endpoint Protector includes features like device control, USB port lockdown, detection 
and blocking of suspicious portable device activities, file transfer tracing and file 
shadowing, configurable action modes based on activity patterns to detect activities 
considered as high risk for your organization, Active Directory support in Windows 
environments and many more. A free trial version is available for download along 
with free support services or for immediate testing via our demo site.
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